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INTRODUCTION

In the early morning hours of January 17, 1991, the first day of Operation Desert Storm, U.S. Navy fighter pilot Scott Speicher took off with his squadron from the deck of the USS Saratoga and was never heard from again. The thirty-three-year-old lieutenant commander, husband, and father of two was declared the war’s first combat death when he failed to check in, after witnesses reported seeing an explosion that could have been his plane, brought down by enemy fire. Ten years later, in January 2001, Navy officials announced that Speicher’s status had been upgraded from killed to missing in action (MIA) when intelligence reports suggested that he might have survived the crash.

In October 2002, in an unprecedented move, Speicher’s status was changed again, this time to missing/captured. Navy investigators concluded from further intelligence assessments that he would have had at least an eighty-five percent chance of surviving the 1991 crash. Today, the fate of Speicher remains unknown. For future MIAs, however, technology may hold the key to unlocking the answers their families seek.

This note examines subdermal microchip implantation and its

2. Id.
4. Dateline NBC, supra note 1.
5. Dateline NBC, supra note 1.
potential application for tracking members of the U.S. military. Part I defines subdermal microchips including the state of the art, and discusses the ways they are currently utilized. Part II analyzes the legal, moral and ethical implications of implants replacing traditional methods of identifying armed forces personnel. Applying the Constitution and military case law and statutes, including the Military Rules of Evidence, Part II considers how chipping, if implemented, could impact the following areas: enlistment and identification, discharge and administrative separation, constitutional concerns, effects on military criminal justice, and tort claims involving use of the chip. Part III examines whether subdermal microchip implantation of U.S. Military personnel could exist in the near future and whether chipping might solve the mystery of future American MIAs.

I. FACT OR FICTION

A. Overview

In a recent award-winning movie, the protagonist was recruited by the CIA and injected with a radioactive isotope that revealed a unique security code when bathed in the light of a particular scanner. While the microchip implanted in the character John Nash turned out to be a figment of his beautiful mind, today chipping is a reality. Currently used to locate lost pets, identify laboratory animals, and manage wildlife, fish, and livestock, microchips have now been adapted for use in humans.

In 2002, fiction became fact when a Florida family was implanted with the VeriChip, a device that serves a function similar to a MedicAlert bracelet. The announcement of a human chipping
worried privacy advocates and ethicists who felt that use of microchips for “good” hardly justified their potential for abuse. In response, the makers of VeriChip™, Applied Digital Solutions, Inc. (ADSX), temporarily removed all references to human implantation from its website and literature in 2001 to deflect criticism from concerned parties, including civil libertarians and religious groups. There are several web sites dedicated to preaching the evils of chipping. In the Christian community, chipping is likened to the Mark of the Beast described in the New Testament.

He also forced everyone . . . to receive a mark on his right hand or on his forehead so that no one could buy or sell unless he had the mark, which is the name of the beast or the number of his name. . . . [There will be] no rest day or night for those who worship the beast and his image, or for anyone who receives the mark of his name.

Some believe that it is only a matter of time until people are routinely “scanned like a box of Wheaties.” The idea of having this technology imbedded under one’s skin is “cool” for some, while for others, the thought of being chipped makes their skin crawl.

Visions of cyborgs, government surveillance and high-tech slavery

See http://www.medicalert.org (last visited Nov. 11, 2003).
19. Id.
B. The Technology

Science fiction and recent news reports might lead one to believe that the Big Brother regime portrayed by George Orwell in his novel 1984 is upon us, however, a chip that can monitor the location of humans is only in its early developmental stages.\(^\text{21}\) Applied Digital Solutions, Inc. (ADSX) and its subsidiaries currently own several technologies that may make the military classification MIA a thing of the past.\(^\text{22}\) First, Destron Fearing Corporation (Destron), a subsidiary of ADSX, created a microchip for animals.\(^\text{23}\) The chip is about the size of a grain of rice and contains a unique alphanumeric identification code.\(^\text{24}\) It is coupled with an antenna and sealed in an inert glass capsule.\(^\text{25}\) Injected under the skin using a procedure similar to a routine vaccination, the chip remains inactive until read with a scanner that sends a magnetic field and low radio frequency signal.\(^\text{26}\) The chip is powered by the signal and sends its identification code back to the scanner.\(^\text{27}\) The identification number can be linked to a database containing information about the animal or the chip can merely verify the animal’s identity.\(^\text{28}\)

The chip is held in place by a patented anti-migration cap called BioBond\(^\text{29}\). This porous, polypropylene polymer sheath is attached to the chip and promotes the development of fibrocytes and collagen fibers around the chip, which impedes movement so that the chip stays in place.\(^\text{30}\)

Digital Angel Corporation (DAC), the parent company to Destron and subsidiary of ADSX, combines the Destron chip with wireless,
Global Positioning Systems (GPS) for commercial uses ranging from medical monitoring to tracking pets and assets. For medical monitoring, the chip is embedded in a rechargeable wristband with biosensors that can transmit the pulse, blood pressure, and temperature of the wearer, as well as his location, to within seventy-five feet. The information is transmitted to a monitoring center and can then be sent to any wireless address, including a text pager or Personal Digital Assistant (PDA). For pets, the chip is part of the animal’s collar and includes an automatic alert when the animal moves beyond preset boundaries.

In 1997, DAC received a patent for a personal tracking and recovery system consisting of a miniature digital transceiver. In 1999, ADSX acquired the patent rights for the transceiver, which it called Digital Angel. To be effective for the recovery of military personnel, the transceiver would need to combine the size of the Destron microchip with the capability of the DAC wristband. The first step toward this goal was introduced in 2000 with the VeriChip. Aggressively marketed by the company for emergency, healthcare, and security applications, the device functions like the Destron identification chip, except that it is implanted in humans, not animals. The next step came in 2003 when ADSX announced that it had a working prototype of a subdermal GPS personal location device (PDL) that is about the size of a pacemaker.

ADSX continues to work on enhancements for the PDL, including
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35. Applied Digital Solutions, at http://www.adsx.com/prodservpart/patentsproprietary.html (last visited Oct. 22, 2003). The transceiver is a personal tracking and recovery system that, according to the company, overcomes limitations of other locating and monitoring technologies, including unwieldy size, maintenance requirements, insufficient or inconvenient power-supply and activation difficulties. Id.
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reducing the size of the device.\textsuperscript{40} Reduction in size to that of the VeriChip\textsuperscript{TM}, together with another ADSX product, Thermo Life\textsuperscript{TM}, could turn fiction into fact: an implanted microchip capable of identifying and monitoring human beings.\textsuperscript{41} In addition, the ADSX business unit, Government Telecommunication, Inc. (GTI), designs, deploys, and maintains voice, data, and video telecommunications networks for federal government agencies.\textsuperscript{42} ADSX is a contractor under the Department of Defense (DoD).\textsuperscript{43}

II. LEGAL, MORAL AND ETHICAL IMPLICATIONS OF CHIPS REPLACING TRADITIONAL METHODS OF IDENTIFYING U.S. MILITARY PERSONNEL

Article I, Section 8 of the United States Constitution grants Congress the power to raise and support armies, to provide and maintain a navy, to call out the militia to execute the laws of the Nation, and to suppress insurrections and repel invasions.\textsuperscript{44} To fulfill its duties under Article I, Congress established four basic routes into military services: enlistment, officer appointment, activation of reservists, and conscription, which was later replaced with selective service.\textsuperscript{45}

\textsuperscript{41} Thermo Life\textsuperscript{TM} is a generator, smaller than the size of a dime, which converts heat flow into energy. Applied Digital Solutions, at http://www.adsx.com/prodservpart/thermolife.html (last visited Nov. 1, 2003).
\textsuperscript{44} U.S. Const. art. I, § 8 cl. 12, 13, 15.
A. Enlistment and Identification in the Military

Enlistment in the military is a contractual obligation and the enlistee’s status changes from that of a civilian to that of a member of the military. The typical enlistment agreement of armed forces personnel is a six to eight year service obligation, generally divided between an active duty tour and a period of reserve service. As a member of the military, a soldier assumes new rights and duties and his relations to the State and the public are changed. By signing the enlistment contract, the enlistee agrees to obey all lawful orders, to perform all assigned duties, to be subject to the military justice system and to be tried by military court-martial. In addition, the enlistee will be required, upon order, to serve in combat or other hazardous situations. The enlistment contract states that the laws and regulations governing military personnel may change without notice, such changes potentially affecting service members regardless of the provisions of the enlistment document.

If chipping is initiated as part of enlistment in the military, must the agreement explicitly state that implantation is a condition of enlistment? Courts have regularly held that enlistment does not simply create a contractual duty, but also changes the new recruit’s status to a member of the military. While civilian personal service

47. Bell, 366 U.S. at 402. In Bell, the Army and Court of Claims denied claims for pay and allowances by enlisted men who were captured in Korea and later voluntarily declined repatriation and went to China after the Korean Armistice. Id. at 415. On returning to the U.S., they were found guilty of disloyalty and benefits earned before their release as prisoners of war until the date of administrative discharges were withheld. Id. The Court remanded the case, stating that it was for Congress to someday provide that members of the Army who failed to live up to a specified code of conduct as prisoners of war should forfeit the pay and allowances due to them under contract. Id. at 416.
49. In re Grimley, 137 U.S. 147, 152 (1890).
51. Id.
52. Id.
53. See Grimley, 137 U.S. at 151 (holding breach of contract does not destroy
contracts are not normally enforceable, a number of military cases have emphasized the contractual components of enlistment agreements. Frequently legal cases involve plaintiffs seeking rescission of the enlistment contract and discharge from service because of alleged misrepresentations and promises by recruiters. What if chipping were only required when the service member is ordered into combat?

Beginning in World War I, service members in combat were required to wear an identification tag (dog tag). Worn around the neck on a bead chain, the dog tag bears the service member’s name, service number and branch of service, blood type, and religion, if desired by the individual. Two tags are worn so that one tag may be removed on death or capture, leaving the other in place with the service member. The tag must be physically seen by graves registration personnel to confirm the identity of a service member who is killed.
B. Discharge and Administrative Separation

At the conclusion of service, a service member is normally granted a discharge.\(^{61}\) In addition, the government may terminate the enlistment contract at any time.\(^{62}\) Discharges may be administrative, or if resulting from conviction by court-martial, punitive.\(^{63}\) Each branch of the service has its own regulations regarding administrative separation.\(^{64}\)

Conscientious objection is one reason that an administrative discharge may be granted.\(^{65}\) Could chipping lead to conscientious objection? A conscientious objector is a person who, because of religious training and belief, is conscientiously opposed to participation in war in any form.\(^{66}\) The belief cannot be an essentially political, sociological, or philosophical view, or a merely personal moral code.\(^{67}\) For example, Army regulations state that an objector is one whose “conscience . . . allows [him] no rest or inner peace if [he] is required to fulfill the present military obligation.”\(^{68}\)

C. Constitutional Concerns

Article III of the Constitution provides the foundation for federal judicial power over cases involving national security.\(^{69}\) Nevertheless, the Supreme Court has consistently limited its role in national security by deferring to the control of the Executive and Legislative branches.\(^{70}\) The military is, by necessity, specialized and separate from civilian society.\(^{71}\) Constitutional protections in military service

66. Id.
67. Id.; see also United States v. Seeger, 380 U.S. 163, 184 (1965) (defining test as whether religious belief occupies same place in life of objector as orthodox belief in God holds in life of one clearly qualified for exemption).
70. See Parisi v. Davidson, 405 U.S. 34, 41 (1972) (holding that courts should be reluctant to interfere with military judicial proceedings); see also Woodrick v. Hungerford, 800 F.2d 1413, 1417 (5th Cir. 1986) (indicating courts have few resources and less competence in running military).
are different than in civilian life. For instance, the need for order and discipline can outweigh an individual’s interest in pursuing particular religious practices. Can a service member refuse an order to be chipped? A service member cannot raise religious practice in defense of a refusal to obey a lawful order. The test for legality of an order was set out in United States v. Martin. All activities that are reasonably necessary to safeguard and protect the morals, discipline, and usefulness of the members of a command and are directly connected with the maintenance of good order in the services are subject to the control of the officers upon whom the responsibility of the command rests.

In United States v. Chadwell, two Marines refused an order requiring them to submit to inoculation against certain diseases based on their religious belief. The court held that the order was legal and
necessary in order to protect the health and welfare of the military community and that no constitutional or statutory rights of the accused were violated. To permit otherwise, the court held, would be to make alleged religious belief superior to military orders and in effect would permit every soldier to disrupt discipline and duty.

D. Military Criminal Justice

The military court system is organized much like civilian courts. Trials are conducted by courts-martial with review by two tiers of specialized appellate courts. The Supreme Court reviews judgments of the highest military court. As noted in Burns v. Wilson, however, the review of military law exists separate and apart from civil judicial interpretation.

There are two basic sources of this specialized jurisprudence: the Uniform Code of Military Justice (UCMJ) and the Manual for Courts-Martial (MCM). The Constitutional basis for a separate judicial system for military related crimes is Article I. The court-martial system is created under the executive branch and is not an Article III court.

Jurisdiction of a court-martial depends on the military status of the accused and not on whether the offense is connected to military
service. Jurisdiction over enlisted service members attaches when a valid enlistment contract is signed. There is no jurisdiction over a person whose military status has been completely terminated before an offense is committed. The courts, however, have carved out several exceptions to this general rule.

First, jurisdiction extends to offenses committed during the incarceration of a person in the military serving a sentence imposed by court-martial, even though the offense was committed after the prisoner’s status as a service member ended. Second, jurisdiction attaches where the offense charged allegedly took place while the service member was on active duty, so long as some action with a view to trial was commenced before the date of termination of the enlistment contract. Third, jurisdiction remains over offenses committed on a previous tour of duty when military status terminates.

87. Solorio v. United States, 483 U.S. 435, 439 (1987). Solorio was on active duty in the Seventeenth Coast Guard District in Juneau, Alaska, when he allegedly sexually abused two young daughters of fellow coastguardsmen. Id. at 436. There was no base or post where Coast Guard personnel lived and worked in Juneau. Id. Consequently, nearly all Coast Guard military personnel resided in the civilian community and Solorio’s offenses were committed in his privately owned home. Id. at 437. After the general court-martial was convened, the court-martial judge granted a motion to dismiss, ruling that the offenses were not sufficiently “service connected” to be tried in the military criminal justice system. Id. The Court held that the requirements of the Constitution were not violated where a court-martial was convened to try a serviceman who was a member of the Armed Services at the time of the offense charged. Solorio, 483 U.S. at 450-51. The test for jurisdiction is one of status, namely, whether the accused in the court-martial proceeding is a person who can be regarded as falling within the term “armed forces personnel.” Id. at 439.

88. United States v. Williams, 302 U.S. 46, 49-50 (1937) (holding that upon enlistment sailor became entirely subject to control of United States in respect of all things pertaining to or affecting his service).


90. Kahn v. Anderson, 255 U.S. 1, 7-8 (1921). Kahn v. Anderson, 255 U.S. 1, 7-8 (1921). In Kahn, military prisoners at Leavenworth were placed on trial before a general court-martial for conspiracy to murder a fellow prisoner in violation of the ninety-sixth Article of War (Comp. St. § 2308(a)). Id. at 5. The Court held that military prisoners undergoing punishment under previous sentences were subject to military law and subject to trial by court-martial for offenses committed during such imprisonment, even though the previous sentences resulted in their discharge as soldiers. Id. at 6.

91. Messina v. Commanding Officer, United States Naval Station, 342 F. Supp. 1330, 1333 (S.D. Cal. 1972). In Messina, a serviceman allegedly sold marijuana and hashish to another serviceman while they were in Naval Weapons Center, China Lake, California. Id. at 1332. The court stated that the conduct was sufficiently service-connected to sanction the exercise of jurisdiction by the military court. Id. at 1335. The court held that where the criminal charges were initiated against the serviceman nearly two months before his enlistment was due to expire, the military court had statutory authority to automatically continue the serviceman on active duty until final resolution of charges. Id.
and there is immediate reenlistment. Fourth, retired members of regular armed forces branches, who are entitled to receive pay, technically remain in military service and may be tried by court-martial. Finally, jurisdiction over a service member exists until the member’s military status is terminated by formal discharge, regardless of any delay by the government, even if the delay is unreasonable.

The basic sources for the rules of discovery in military proceedings are the MCM and, provided they are not inconsistent with military

92. See generally United States v. Gallagher, 22 C.M.R. 296 (1957). On November 2, 1950, while serving in combat in Korea, Gallagher was captured by the Chinese. Id. at 297. It was alleged that the murders and other atrocities of which he was convicted occurred while he was a prisoner of war. Id. He returned to the hands of American Forces as a result of Operation “Big Switch” and was returned to the U.S. where he was granted leave. Id. Upon return from leave in October 1953, he requested re-enlistment for a period of three years. Gallagher, 22 C.M.R. at 297. His prior term of enlistment had expired in 1951, although he continued to remain subject to military jurisdiction while in enemy hands and at least until he was discharged from his then current enlistment. Id. The crucial question asked on certification was if court-martial jurisdiction as to the offenses committed during his prior enlistment no longer existed by reason of the honorable discharge dated one day before the re-enlistment papers came through. Id. The court held that jurisdiction was constitutional under the circumstances of the case. Id. at 302.

Will not discipline, morale and good order suffer measurably if one who murders his compatriot can remain in the service and escape punishment because he re-enlists before his crime is detected? Should the authority of military justice to punish the wrong done depend upon the illogical and fortuitous contingency of an intervening honorable discharge when it is delivered only after the accused has re-enlisted in the service? The answer should be obvious—and is to us. Gallagher, 22 C.M.R. at 297.

93. United States v. Tyler, 105 U.S. 244, 245 (1881). Cf. Hooper v. United States, 326 F.2d 982 (1964) (providing retired officer can be dismissed from service by court-martial for offenses against UCMJ but not addressing question of confinement). In Hooper, a naval officer who was retired for years of service and not on active duty was charged with violations of the UCMJ for alleged homosexual acts occurring at a private residence. Id. at 983-84. Without being recalled to active duty, and over his objection, he was subjected to trial by naval court-martial and sentenced to dismissal and forfeiture of all pay and allowances. Id. at 984.

94. United States v. Poole, 30 M.J. 149, 151 (1990). Seaman Poole was tried by special court-martial on a charge of unauthorized absence. Id. at 149. Poole’s term of enlistment had expired and he was still awaiting discharge a few weeks later when he absented himself. Id. at 150. The court explained that the UCMJ made no express exception to military jurisdiction continuing until a serviceman’s military status is terminated by discharge from his enlistment. Id. The court held that jurisdiction exists despite delay, even unreasonable delay, by the Government in discharging that person at the end of an enlistment and that no constructive discharge results when a serviceman is retained on duty beyond the end of an enlistment. Id. at 151.
justice, the Federal Rules of Criminal Procedure. The Jencks Act, requiring the production at trial of pretrial statements of government witnesses, is also applicable. Additionally, military law incorporates executive orders such as the Military Rules of Evidence (MRE) and regulations of the individual services.

As in civilian criminal cases, there are some limitations on discovery in court-martial proceedings. The most important limitations relate to privileged information. Military secrets, state secrets, and classified material are not subject to discovery. Many offenses specified in the UCMJ are strictly military in nature. Other offenses, denounced by military law rather severely because of the nature of military duty and martial responsibilities, would be minor offenses under civilian law. For example, members of the armed services can be disciplined for participating in parades and demonstrations as a means of protest. In addition, the UCMJ states that any member of the armed forces who, without authority, fails to go to his appointed place of duty or absents himself from his unit at the time prescribed shall be punished as a court-martial may direct. Could chipping make these offenses easier to prove? Absence Without Leave (AWOL) does not require specific intent. It may be established merely by proof of the unauthorized absence and the

98. Mil. R. Evid. 505.
99. See generally Cortright v. Resor, 447 F.2d 245 (2d Cir. 1971). In Cortright, members of an Army Band leading a Fourth of July parade pre-arranged for the fiancé of one member and the wives of four other band members to march with the band while carrying signs protesting the war in Vietnam. Id. at 247-48. The spectators and one parade participant reacted with violence. Id. at 248. Subsequently, the band members were each transferred to different stations to avoid similar incidents. Id. at 249. Cortright brought a writ of mandamus compelling the cancellation of the transfer orders, contending that it chilled his First Amendment rights. Cortright, 447 F.2d at 249. The court pointed out that the Army had large scope in striking a proper balance between a serviceman’s assertions of the right of protest and the maintenance of the effectiveness of military units to perform their assigned tasks. Id. at 255. The court held that the military constitutes a specialized community governed by a separate discipline from that of the civilian. Id. at 254. Therefore, deferential government requires that the judiciary not interfere with legitimate Army matters. Cortright, 447 F.2d at 254. The context of this case was precisely the area where a soldier wearing his uniform and performing a military assignment with his unit could be subjected to discipline for contributing to disorder, and a civilian could not. Id. at 253.
accused actual knowledge of the appointed time and place of duty.\textsuperscript{102} Actual knowledge may be proved by circumstantial evidence.\textsuperscript{103}

Use of microchips as evidence raises several issues. The MRE are substantially the same as the Federal Rules of Evidence, with modifications that adapt the rules to military practice.\textsuperscript{104} The Fifth Amendment right against self-incrimination is one area that could be affected. The Constitution prohibits compelling any person to incriminate himself in a criminal case.\textsuperscript{105} Article 31 of the UCMJ generally conforms to this prohibition, and has been construed as granting greater protection in some respects.\textsuperscript{106} A service member has the protections of both the Fifth Amendment and Article 31 against self-incrimination.\textsuperscript{107} The privilege most beneficial to the individual will be applied.\textsuperscript{108} Blood or urine samples, handwriting and other evidence obtained from visual or physically intrusive examinations are admissible, so long as they do not conflict with other rules of admissibility.\textsuperscript{109}

Herein lies the problem with a service member who is chipped. Rule 301 states that the privilege against self-incrimination applies only to evidence of a testimonial or communicative nature.\textsuperscript{107} Information regarding the service member’s whereabouts and physical condition may be conveyed via the chip.\textsuperscript{111} This brings up questions of whether the chip actually communicated, whether the information communicated is hearsay, and whether the information falls under one of the exceptions to the general rule.\textsuperscript{112} For example, the business records exception in Rule 803 states that the term “business” includes armed forces.\textsuperscript{113} Records of regularly conducted activity include morning reports and other personnel accountability documents, service records, logs, unit personnel diaries, and individual equipment records each fall under this exception to the hearsay rule.\textsuperscript{114} Is information generated from the chip a document,
log or equipment record that falls under this exception as well?

E. Tort Claims

Military personnel are often precluded from asserting tort claims against the government they serve. The Federal Tort Claims Act (FTCA) waives government immunity for common law torts, however, FTCA also bars claims arising out of combatant activities of the armed forces during time of war, either declared or undeclared. Claims arising in a foreign country are also barred.

If a service member is injured due to implantation of the chip, would he have grounds for a personal injury or products liability claim? Under the Feres doctrine, members of the armed services whose injuries are incident to their military service cannot recover under FTCA. The Supreme Court has expanded the Feres doctrine to preclude government liability when a command decision led to a claim not incident to service. The Court has also barred claims against civilian employees of government agencies. In addition, the

---

116. Id.
117. Id.; see also Koohi v. United States, 976 F.2d 1328, 1334 (9th Cir. 1992), cert. denied 508 U.S. 960, (1993) (holding claim under FTCA barred by exception for combatant activities in time of war, even though no formal declaration of war in connection with “tanker war” during Iran-Iraq conflict). In the tanker war, Iran and Iraq attacked vessels carrying the other’s oil. Id. at 1330. In 1986, Iran focused its attacks on ships calling at Kuwaiti ports, especially those flying the Kuwaiti flag. Id. Those ships, according to Iran, were carrying cargo, primarily oil, destined for Iraq. Id. Kuwait appealed to the United States for help in protecting its shipping. Id.
118. Feres v. United States, 340 U.S. 135, 146 (1950). In Feres, a serviceman on active duty died by fire in the barracks at Pine Camp, New York. Id. at 137. Negligence was alleged in quartering him in barracks known or which should have been known to be unsafe because of a defective heating plant, and in failing to maintain an adequate fire watch. Id. The issue raised was whether FTCA extended its remedy to one sustaining injury “incident to the service” and under what circumstances would there be an actionable wrong. Id. at 138. The Court responded that, without exception, the relationship of military personnel to the Government had been governed exclusively by federal law. Feres, 340 U.S. at 146. The Court concluded that in the absence of express congressional language, the FTCA effect of waiving immunity from recognized causes of action was not to visit the Government with novel and unprecedented liabilities. Id. at 142; see also United States v. Brown, 348 U.S. 110, 112 (1954) (explaining that such suits would undermine military discipline).
120. United States v. Johnson, 481 U.S. 681, 686 (1987) (holding military status of alleged tortfeasor not essential element of Feres doctrine). In Johnson, the
Feres doctrine bars non-FTCA claims against the federal government for constitutional torts.\footnote{121}

The U.S. Food and Drug Administration (FDA) has not yet approved chipping, although ADSX has submitted a 510(k) application seeking the agency’s permission to market VeriChip’s healthcare information applications in the United States.\footnote{122} The use of chips in military personnel could be classified as experimental research.\footnote{123} The Defense Authorization Act (DAA) states that funds appropriated to the DoD may not be used for research involving a

respondent’s husband, a helicopter pilot for the Coast Guard, was killed when his helicopter crashed during a rescue mission. \textit{Id.} at 682-83. Shortly before the crash, air traffic controllers from the Federal Aviation Administration, a civilian agency of the Federal Government, had assumed positive radar control over the helicopter. \textit{Id.} at 683. The respondent filed an FTCA action seeking damages from the Government on the ground that the controllers’ negligence had caused the crash. \textit{Id.} The Court held that the Feres doctrine bars an FTCA action on behalf of a service member killed during an activity incident to service, even if the alleged negligence was by civilian employees of the Federal Government. \textit{Johnson}, 481 U.S. at 692.

\footnote{121. Chappell v. Wallace, 462 U.S. 296, 304 (1983) (holding no recovery from superior officer for alleged racial discrimination).}


\footnote{123. Manufacturers, distributors, or importers are required to get FDA clearance before marketing certain types of new medical devices in the United States. FDA, Center for Devices and Radiologic, Health at http://www.fda.gov/cdrh/devadvice/314.html (last visited Nov. 1, 2003). In most cases, this clearance is obtained by submitting a file, called a 510(k), for FDA review. \textit{Id.} The 510(k) must demonstrate that the new device is “substantially equivalent” to a named device (the “predicate”) that has already been legally marketed in the United States for the same purpose. \textit{Id.} If the device involves new technology, a manufacturer may need to develop new testing methods, since existing standards may not apply. \textit{See} Robert Mosenkis, \textit{Strategies for Bench Testing Medical Devices}, Med. Device & Diagnostic Industry (Apr. 2003), at 3, available at http://www.citechtest.com/863MD.pdf.}
human being, however, there are several exceptions to the rule.\textsuperscript{124} Using service members as experimental subjects is authorized when the service member gives informed consent in advance.\textsuperscript{125} In cases where the research is intended to be beneficial to the subject, informed consent of the subject or his legal representative is sufficient.\textsuperscript{126} In addition, the ban against using humans as subjects can be waived by the Secretary of Defense if the specific research involves the development of a medical product that may benefit the subject, is necessary to the armed forces, and is carried out in accordance with other applicable laws.\textsuperscript{127} Does chipping fall within these exceptions?

The courts have interpreted these limitations broadly. For example, in \textit{Doe v. Sullivan}, a service member and his wife brought suit challenging an FDA interim regulation permitting the DoD to use unapproved, investigational drugs on military personnel, without the service member’s informed consent, in certain combat-related situations.\textsuperscript{128} The service member argued that the FDA regulation was facially invalid under the DAA.\textsuperscript{129} The court held that the DAA did not block the FDA action because the DoD’s interest in accomplishing the military goals of Operation Desert Storm, by administering the drugs to troops to protect them from chemical and biological attacks, satisfied any Fifth Amendment challenge to the FDA rule.\textsuperscript{130}

Military medical personnel are immune from individual liability in tort cases because the Military Malpractice Act makes the FTCA the sole basis for malpractice suits.\textsuperscript{131} In \textit{Borden v. Veterans Admin.}, this principle was extended to civilian medical employees at military hospitals.\textsuperscript{132} The court stated that the test was not where the treatment

\begin{itemize}
\item \textsuperscript{124} 10 U.S.C. § 980 (1998).
\item \textsuperscript{125} 10 U.S.C. § 980(a).
\item \textsuperscript{126} \textit{Id}.
\item \textsuperscript{127} 10 U.S.C.A § 980(b).
\item \textsuperscript{128} Doe v. Sullivan, 938 F.2d 1370 (D.C. Cir. 1991).
\item \textsuperscript{129} \textit{Id}. at 1382-83.
\item \textsuperscript{130} \textit{Id}. at 1383. The statutory section in question emphasized the professional judgment of the experts responsible for administering the unapproved new drugs to human subjects, permitting exceptions “where [those experts] deem [consent] not feasible.” \textit{Id}. at 1381-82; see also 21 U.S.C. § 355(i). In \textit{Doe}, the court agreed that FDA interpretation of “not feasible” included “impracticable,” taking into account particularly urgent circumstances: a combat-zone setting, the safety of military personnel at that location, and the compelling need to promote success of the service members’ mission, was well within the ordinary meaning of the words Congress used in the legislative text. \textit{Doe}, 938 F.2d at 1382.
\item \textsuperscript{131} 10 U.S.C. § 1089 (1998).
\item \textsuperscript{132} Borden v. Veterans Admin., 41 F.3d 763 (1st Cir. 1994).
\end{itemize}
was rendered or by whom, but rather the service member’s status at the time of the treatment.\textsuperscript{133}

Military contractors are also immune from tort liability, at least in products liability cases.\textsuperscript{134} In Boyle v. United Technologies Corp., the father of a drowned service member claimed that his son’s death could have been prevented if not for a defectively designed emergency escape system in a military helicopter.\textsuperscript{135} The Court held that liability for design defects could not be imposed on contractors when the government approved reasonably precise specifications, the equipment conformed to those specifications, and the supplier warned the government about the dangers.\textsuperscript{136}

III. CONCLUSION

Subdermal microchip implantation of U.S. Military personnel could be very real in the near future. It will likely be only a matter of time until Digital Angel\textsuperscript{TM} is reduced to the size of the VeriChip\textsuperscript{TM} and combined with the power source Thermo Life\textsuperscript{TM} for instant identification, location, and physical condition of service members around the world. This combination could lead to a future where the status of MIA no longer exists.

If chipping is initiated as part of enlistment in the military, the enlistment agreement would need to specifically state that implantation is a condition of enlistment. Otherwise, a recruit

\textsuperscript{133} Id. at 763-64. In Borden, the plaintiff argued on appeal that the Feres doctrine did not apply because he was “off duty,” playing basketball, when he suffered his knee injury, and the medical care he received in military hospitals was rendered in part by civilian employees. Id. at 763. The court affirmed that FTCA’s limited waiver of sovereign immunity did not extend to “injuries to servicemen where the injuries arise out of or are in the course of activity incident to service.” Feres, 340 U.S. at 146.


\textsuperscript{135} Id. at 502-503. Boyle was killed when his CH-53D helicopter crashed off the coast of Virginia Beach during a training exercise. Id. at 502. Although he survived the impact of the crash, he was unable to escape from the helicopter and drowned. Id. Claims included that Sikorsky had defectively repaired a device called the servo in the helicopter’s automatic flight control system, which malfunctioned and caused the crash, and that Sikorsky had defectively designed the copilot’s emergency escape system. Id. at 503. The escape hatch opened out instead of in and was therefore ineffective in a submerged craft because of water pressure, and access to the escape hatch handle was obstructed by other equipment. Boyle, 487 U.S. at 503.

\textsuperscript{136} Boyle, 487 U.S. at 512. The Court held that military contractor liability was exempted because the selection of the appropriate design of military equipment was a discretionary function within the FTCA. Id. at 511. The financial burdens of judgments would ultimately be passed to the United States because contractors would raise prices to insulate against potential liability for Government-ordered designs. Id. at 511-12.
ordered to submit to chipping after enlistment could have a case for rescission based on material misrepresentation. The recruit would need to understand from the start that chipping is or may be required if he wishes to serve in the Armed Forces.

Chipping may only be required if the recruit is ordered to serve in combat. The traditional use of dog tags for identification of military personnel presents problems in combat. In the realities of war, dog tags can be lost or misplaced. Service members can be misidentified by accidentally wearing another’s tags or by mistakes on the tag itself. The dog tag does not offer any clue as to the fate of a service member captured or missing in action. A chip could solve these problems because it would not require physical presentation, would not be lost and could not be worn by another service member. The GPS system imbedded in the chip would confirm the service member’s location and minimize speculation as to the soldier’s physical condition because the chip relays blood pressure, pulse and other vital functions.

Chipping could lead to a rise in administrative discharge requests. The chip has been equated to the Mark of the Beast, and for Christian soldiers, sailors, airmen, and marines, an order sending them into combat could spark conscientious objection. If the service member is not opposed to participation in war, but based on his religious belief is opposed to being chipped, it must be determined whether the refusal qualifies for an administrative discharge. So long as it is clearly represented to the enlistee that he could be chipped when ordered into combat, a recruit could have only conscientious objection to support his right of refusal.

Other than by separation based on conscientious objection, a service member may not be able to refuse a lawful order to be chipped. The chip is implanted by injection, similar to a vaccination. Under Chadwell, it is likely that courts will hold that chipping is crucial to the protection of service members because of its ability to identify and locate them in combat.

Disadvantages of chipping include that a chip could assist the military prosecution of certain offenses. Chipping could make certain absence offenses exceptionally simple to prove, particularly AWOL, making a prosecutor’s job easier by establishing with accurate finality that a service member was not where he was supposed to be. In another example, if a soldier were chipped, his participation in a protest would be easier to prove. The chip could pinpoint the service member at the location of the demonstration. There would be no question as to whether the person seen at the protest by witnesses was the accused.
The legality of using information from the chip as evidence, however, remains to be determined. Military secrets, state secrets, and classified material are not discoverable. The location of a service member, as related by the chip, could fall under this limitation. United States incursions into Cambodia during the Vietnam War are an example of such proprietary location information. In fact, depending on the deployment of chipping, the very use of the technology may be classified.

Tort claims in relation to the implantation of the chip would likely be barred due to the *Feres* doctrine, and a soldier would likely be denied recovery for any claim relating to injury due to a defective chip in product liability cases because military contractors are also immune from liability. If implantation is classified as experimental research, the need for the service member’s informed consent may be deemed waived under the DDA. Chipping would likely be considered a medical device that benefits military personnel and is necessary to the armed forces.

For some, the benefits of microchips replacing dog tags outweigh constitutional concerns. Service members would no longer be classified as MIA because the status would not occur. Military personnel would have definitive information when a service member is killed or captured. Rescue operations could be more easily mounted, for less cost, both financially and in terms of human loss. Families like Scott Speicher’s would have the answers they seek.