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Introduction

John Jones and his wife Maggie are in the mountains of Montana on their 50th wedding anniversary.1 John has always dreamed of seeing the towering mountains and lush valleys where his parents grew up before moving to the East Coast with their young family, and the couple thought the occasion was a perfect time to get away before advancing age and declining health restricted their mobility. Unfortunately, on the last night of their stay, John started feeling intense pain radiating from his chest down his left arm. The couple rushes to their vehicle and drive fifty miles to the nearest emergency room, with John gasping and getting grayer by every mile marker sign. Upon reaching the tiny local hospital, nurses confirm the couple’s worst nightmare – John is in cardiac arrest. The only possible way to save John is through emergency open-heart surgery, and the closest surgeon capable of such a surgery is 300 miles away at the next hospital.

However, the Jones’ are fortunate because this local hospital recently opened a new cybersurgery wing which would allow John access to a surgeon in New York via remotely operated surgical device. As soon as John is anesthetized and the physician assistant has prepared the device, the surgeon in New York connects via broadband technology and performs the critically needed surgery. With the accuracy of both the skilled surgeon and the robotic machine, only a small sized incision is made. Within days, John is


1. The following is a hypothetical situation and is not meant to portray any real events.
healing and back on the East Coast surrounded by his grandchildren. Without the remote surgery, John would have died within the hour.

Although this sounds like science fiction, the scenario described above has already played out in reality several times. The particular circumstances may have been different – perhaps someone suffered a gallbladder attack, or a mother gave birth to an infant with a heart malformation – but remote surgeries are no longer a technology of the future. Cybersurgery is the term that describes a surgical procedure where a surgeon with access to a control panel in one location utilizes a telecommunication connection to control a medical device in another location. The technology was first used when the Food and Drug Administration (FDA) approved the first medical device intended for robotic surgery in July 2000.

The practical implications of this technology are far-reaching. Medically under-served areas could offer their patients access to the most qualified specialists; third world countries could offer their citizens United States quality healthcare; dying members of the armed forces could be moments away from salvation via a mobile cybersurgery vehicle. The list goes on. However, despite the potential for overwhelming benefits, substantial legal obstacles hinder this technology’s future. This Note will focus on the possible implications of cybersurgery for Americans, and the need for the United States government to facilitate the entrance of this technology into our healthcare industry.

Part I will discuss the origins and current state of cybersurgery. Part II will discuss the obstacles facing the cybersurgery field and the current state of healthcare and the healthcare industry in the United States. Part III will discuss the possibilities this technology could hold for the United States, including savings for the healthcare industry, strides in the global economy, and improvements of the quality of healthcare. The current steps the United States has taken toward embracing this technology and how the United States can

---

2. See Thomas R. McLean, The Offshoring of American Medicine: Scope, Economic Issues and Legal Liabilities, 14 ANNALS HEALTH L. 205, 244-45 (2005) [hereinafter McLean I] (stating that twenty-two such abdominal procedures have been performed while the surgeon is in Hamilton, Ontario, Canada, and the patients are in North Bay, Ontario, Canada – a distance of almost 250 miles).

3. Id.


6. See generally Ewell, supra note 5.
further support the cybersurgery field will also be discussed in Part III.

Part I – History

Cybersurgery is part of the broader field of medicine called telemedicine. The definition of telemedicine, or telehealth, varies across jurisdictions within the United States. The federal definition
of “telehealth services” for Medicare reimbursement purposes changes frequently and is defined based on coverage of specific services rather than a broad idea of what telehealth means.\(^9\)

Generally, the main themes in all of the formal definitions of telehealth are the movement of health information via electronic or telecommunicative means and the provision of medical services via electronic or telecommunicative means without direct face-to-face interaction between the healthcare professional and the patient.\(^{10}\)

While experiencing growth in the medical field, telehealth poses many challenges for the legal field. Regulators must strike a balance between making treatment safe and keeping medical information secure and confidential, while not stymieing the progress of the medical field in this new direction.\(^{11}\)

While cybersurgery shares some of these challenges, it poses its own separate obstacles and rewards as well.\(^{12}\) For example, from a legal standpoint, one can just imagine the multitude of issues that arise from the surgery performed on John Jones in the previous hypothetical situation. If something went wrong who would be liable: the surgeon, the device

---

10. See supra text accompanying note 8; Ewell, supra note 5, at 69.
11. See generally P. Greg Gulick, E-Health And The Future Of Medicine: The Economic, Legal, Regulatory, Cultural, And Organizational Obstacles Facing Telemedicine And Cybermedicine Programs, 12 ALB. L.J. SCI. & TECH. 351, 352-353 (2002). Telehealth and telemedicine are not the focus of this paper. However, Gulick provides an excellent discussion of the challenges facing this field.
12. Ewell, supra note 5, at 69-70.
manufacturer, the local hospital, or the telecommunication connection provider? Does the New York surgeon need to be licensed in Montana? Will the Montana hospital be reimbursed by John Jones’ insurance? If so, how does the New York surgeon get paid? The answers to many of these questions are unclear, or worse, the answers merely create more questions.\footnote{13}

As noted above, cybersurgery was born with FDA approval of the first robotic surgery device, Intuitive Surgical’s da Vinci® Surgical System.\footnote{14} Intuitive Surgical’s main competitor, Computer Motion, received approval for its robotic machine Zeus® shortly thereafter.\footnote{15} On September 20, 2001, the first cybersurgery was performed via fiber optic cable where a French surgeon named Dr. Marescaux, operating from New York, used da Vinci® to successfully remove the gall bladder from a patient in Strasbourg, France.\footnote{16} Not long thereafter, German and Japanese surgeons conducted their own successful surgeries.\footnote{17}

The cybersurgery field is starting to grow, even though many of the approximately 400 da Vinci® devices in the marketplace are utilized with the control panel, robot, and patient all in one location.\footnote{18} In 2004, the Canadian government opened the Centre for Minimal Access Surgery, where surgeons have performed many surgeries from Hamilton, Ontario while their patients were in North Bay, Ontario.\footnote{19} In March 2005, SRI International announced that the company is collaborating with the United States Defense Department’s Advanced Research Projects Agency to develop a mobile trauma unit for use in the United States military.\footnote{20} SRI is receiving $12 million in grant money in 2006 and 2007 to develop a

\begin{footnotes}
\footnotetext[13]{See generally Thomas R. McLean, Cybersurgery – An Argument for Enterprise Liability, 23 J. LEGAL MED. 167, 167-210 (2002) [hereinafter McLean III]; McLean I, supra note 2; McLean II, supra note 4; Ewell, supra note 5. The present state of such regulations is discussed infra Part II.}
\footnotetext[14]{Ewell, supra note 5, at 69.}
\footnotetext[16]{Id.}
\footnotetext[17]{Meadows, supra note 15; Intuitive Surgical, Investor FAQ, http://www.intuitivesurgical.com/corporate/ (follow “Investor Relations” hyperlink; then follow “Investor FAQ” hyperlink) (last visited Apr. 24, 2007) (over 400 da Vinci® systems have been installed).}
\footnotetext[18]{McLean I, supra note 2, at 244.}
\footnotetext[19]{Id.}
\end{footnotes}
mobile unit to hold surgical robots which can connect via a wireless connection to a distant surgeon who can stabilize wounded soldiers in preparation for movement to a military hospital. Such advances show progress in the fledgling cybersurgery field.

Although the cybersurgical field seems to be progressing, the legal obstacles surrounding this technology have created resistance to its widespread acceptance. For example, the World Medical Association previously promulgated guidelines which stated that telemedicine should only be used in emergency situations to provide care to patients that have no other access to physicians. Also, Intuitive Surgical does not include a distance-surgery capability on their current da Vinci® systems because cybersurgery is not the focus of the company. Such obstacles will be the focus of the next section.

Part II – Facts

As noted above, cybersurgery holds promise for the advancement of modern medicine in the United States, but the current state of the law and general resistance to the new technology are inhibiting the expansion of this area of telemedicine. Some of the obstacles include the following: physician resistance for fear of being displaced by technology; practitioner fear of exposure to liability; the general quagmire of licensure laws within the many jurisdictions of the United States; the lack of international agreements to handle cross-border medical service transactions; and the absence of a reimbursement schedule. Additionally, there are still a few practical problems posed by technological limitations. Privacy concerns must also be solved.

21. Id.
25. Supra at Introduction.
A. Fear of Displacement

Many of the benefits from cybersurgery come from the ability of surgeons to practice without regard to location. For example, a surgeon sitting at a control panel connected to several locations worldwide could perform many more surgeries than if the surgeon himself had to travel from operating room to operating room, thereby increasing efficiency and decreasing waste. However, increases in efficiency and the practice of medicine regardless of physical location means that every physician is a potential competitor within their specialty regardless of geographic location. Fewer surgeons would be needed to do the same number of surgeries. Surgeons in rural or community hospitals who do not have the same level of experience as those in urban areas may be displaced from their field.

Consider the hypothetical above. John Jones is in Montana in need of an emergency surgery. Rather than being transported to the nearest surgeon who could perform the needed surgery, Mr. Jones is operated on by a New York surgeon. If this happens on a regular basis, the Montana surgeon may experience a decrease in the number of procedures she performs. If the other hospital is more convenient for many potential patients, the Montana surgeon may lose so many patients that her hospital employer decides to cut the cardiac surgery department. Or, perhaps the hospital sees the success of the

26. See McLean II, supra note 4, at 510 (stating cybersurgery leverages physician’s expertise, thereby reducing number of physicians needed, lowering costs and ensuring quality care).
27. Efficiency is increased by the practical time savings of not having to physically walk between operating rooms, not having to scrub ones arms between each surgery, etc. The physician would simply have to disconnect from one remote surgical device and connect to another.
28. See McLean II, supra note 4, at 510.
29. McLean II, supra note 4, at 510.
30. See, e.g., Liz Kowalczyk, Guideline Is Skirted On Obesity Surgeries, BOSTON GLOBE, Dec. 22, 2005, at A1 (stating area hospitals were skirting voluntary patient safety guidelines that surgeons perform a certain number of obesity surgeries a year); Charles Ornstein, Alan Zarembo & Tracy Weber, Many Kidneys Turned Down at UCI: The program's difficulties are similar to those that led to the shutdown of the liver transplant unit at the hospital in November, L.A. TIMES, Jan. 24, 2006, at B1 (stating UCI Medical Center refused to do kidney transplants because their volume was low, so they didn’t have good patient outcomes); Ulysses Torassa, Choice of Hospital May Affect Outcome, CNN (Mar. 1, 2000), available at http://archives.cnn.com/2000/HEALTH/03/01/hospitals.mortality.wmd/ (last visited Feb. 2, 2005) (citing Journal of the American Medical Association study supporting that patients fare better after surgery when done by physician who has high volume of such surgeries per year).
cybersurgical program where John Jones received surgical attention and buys its own robotic cybersurgical device and hires remote surgeons. The Montana physician indirectly has been displaced by the new technology.

Once physicians realize their peril, surgeons may come out as a profession united against cybersurgery.\textsuperscript{31} Physicians and physicians’ associations will likely lobby to strengthen laws that bar competition and seek to erect barriers between national jurisdictions.\textsuperscript{32} Rather than accept the new technology, physicians fearing displacement have incentive to fight the encroachment of their profession hand and foot.\textsuperscript{33}

B. Liability Issues

One of the largest obstacles to the advancement of the technology is the difficulty in identifying where liability lies for accidents or mishaps that may occur during cybersurgery.\textsuperscript{34} If a patient is seriously injured during a cybersurgery and subsequently sues, there are four possible defendants: the surgeon, the local hospital or physician’s assistant, the product manufacturer, and the telecommunication provider. Clearly any analysis into such a situation would be fact specific, but the following general principles apply.

1. The Surgeon

The surgeon’s liability for a cybersurgical error would probably be based on a basic negligence analysis including: (1) whether the physician had a duty to the patient; (2) whether the duty was breached based on the applicable standard of care; (3) whether the patient was injured; and (4) whether such breach of duty was what caused the injury.\textsuperscript{35} But what is the applicable standard of care? Some states define the surgical standard of care as measured against

\textsuperscript{31} See McLean II, \textit{supra} note 4, at 510 (using 17th century mint workers as an example of a profession resisting displacement).

\textsuperscript{32} McLean II, \textit{supra} note 4, at 510. The focus of this paper is not on this or any other specific obstacle. See generally McLean II, \textit{supra} note 4 (providing an excellent analysis of cybersurgery’s effect on community hospitals).

\textsuperscript{33} See McLean II, \textit{supra} note 4, at 510-12.

\textsuperscript{34} See Ewell, \textit{supra} note 5, at 73. See generally McLean III, \textit{supra} note 13. Both articles summarize the liability issues that abound in cybersurgery.

\textsuperscript{35} See Ewell, \textit{supra} note 5, at 73 (summarizing the standard analysis for a medical malpractice claim).
other reasonable surgeons within the community.\textsuperscript{36} A physician
could conceivably be measured either against the community from
which the surgery was performed or the community where the patient
was located.\textsuperscript{37} Also, whether a surgeon fell below the applicable
standard of care will sometimes depend upon if he or she acted with
the same care that another comparably trained surgeon would have in
the same or similar circumstances.\textsuperscript{38} A true standard of care for
cybersurgery cannot be defined until many cybersurgical procedures
have been performed and the courts have a basis for comparison.

2. The Local Hospital

Depending on the factual situation leading up to the cybersurgical
mishap, the hospital where the patient and the physician assistant are
could be liable for patient injuries. Some examples of such situations
are if the hospital failed to properly clean and service the robotic
device, or if the physician assistant failed to properly prepare the
patient for surgery. Whether the hospital is liable could be addressed
under a basic negligence analysis depending on the facts.\textsuperscript{39} The
relevance of their potential liability is that both the remote hospital
and the physician assistant could be implicated in a patient lawsuit if
a cybersurgical procedure were to fail.

3. The Product Manufacturer

If the robotic device were to fail during a cybersurgery, the
manufacturer would certainly be a defendant in any potential suit.\textsuperscript{40}

---

\textsuperscript{36} See McLean III, supra note 13, at 176 n.45 (citing Texas as requiring
evidence of the applicable standard of care be pulled from the community).

\textsuperscript{37} See generally James O. Pearson, Jr., Annotation, Modern Status of "Locality
Rule" in Malpractice Action Against Physician who is not a Specialist, 99 A.L.R.
3d 1133 (2007) (referring to cases which considered defendant physician’s locality,
those which looked at a similar locality, those in which locality of physician was
not referenced, and jurisdictions in which rule is unclear).

\textsuperscript{38} See McLean III, supra note 13, at 176 (stating that no matter what type of
surgery – laparoscopic, traditional, or otherwise – physicians are held to the same
level as others with similar training in similar circumstances).

\textsuperscript{39} See generally John D. Hodson, Ph.D., Annotation, Liability of Hospital or
(summarizing law related to hospitals’ vicarious liability for physicians’
malpractice).

\textsuperscript{40} For discussions of product liability for medical devices and potential product
liability in cybersurgery, see generally McLean III, supra note 13, at 179-97;
Symposium, When the “Machine that Goes ‘Ping’” Causes Harm: Default Torts
Rules and Technologically-Mediated Health Care Injuries, 46 ST. LOUIS U. L.J. 37
To avoid product liability, the manufacturer must meet its duty to properly warn the physician of potential dangers. Clearly, the manufacturer must also be sure the device holds no design flaws. However, once the physician is duly warned, it becomes the physician’s duty as a learned intermediary to properly warn the patient of any dangers. To ensure that the manufacturer is insulated from product liability, the company will want to be sure that the physicians using its machines are highly trained and fully warned of any dangers. If a medical device is too complex to consider a physician competently trained, then the physician will not be considered a “learned” intermediary and the manufacturer may be held liable. Due to the complexity of the medical robots in use for cybersurgery, the manufacturers will need to be cognizant of such cases and be sure that physicians using their device are highly trained.

Computer Motion, the makers of the Zeus® robotic surgery device, took an intuitive approach to making sure physicians have sufficient training to be considered “learned intermediaries” for a product liability analysis. Computer Motion developed a second control panel dubbed Socrates that could be attached to any Zeus® device. Socrates was able to freeze the robotic arms under the control of the original control panel and take over a surgery if the circumstances demanded intervention. Computer Motion intended Socrates to be used as a training device, where a rookie surgeon using Zeus® to perform a surgery could be stopped from making a mistake by Socrates, which ideally was controlled by a more senior surgeon. Before Intuitive Surgical acquired Computer Motion, the makers of Zeus® were considering connecting Socrates to many Zeus® machines at once and hiring better trained physicians to

(2002).

41. See Ewell, supra note 5, at 73.
42. See Ewell, supra note 5, at 73.
43. See McLean III, supra note 13, at 183-86; Symposium, supra note 40, at 52-53 (1999) (describing the learned intermediary doctrine).
44. Ewell, supra note 5, at 73.
45. Ewell, supra note 5, at 73 (citing McLean III at 184).
46. Ewell, supra note 5, at 73.
47. See McLean II, supra note 4, at 503 (describing Socrates, Computer Motion’s training device). Neither Zeus® nor Socrates are being marketed since Intuitive Surgical’s purchase of Computer Motion. Meadows, supra note 15.
48. See McLean II, supra note 4, at 503.
49. See McLean II, supra note 4, at 503-04.
50. See McLean II, supra note 4, at 504.
control Socrates. Devices like Socrates can be effective training tools for a manufacturer to utilize and thereby avoid product liability.

4. The Telecommunication Provider

Common law generally holds telecommunication providers immune from liability from interruption in service. While an interruption in service during a cybersurgery could be deadly, it is highly unlikely absent some agreement between telecommunication providers and the medical field sharing liability that the telecommunication provider would be held liable for any interruption in service. A patient-plaintiff who was severely injured during a cybersurgery due to an interruption in telecommunication service may be entirely unable to recover damages if all other players in the medical service transaction performed their duties perfectly.

Not only is the potential for liability for each contributor to the cybersurgical procedure an obstacle to entering the growing field of cybersurgery, but also the uncertainty of how such liability will disseminate in any situation will be enough to create a barrier to entering the field. Such questions and uncertainties will need to be answered before the United States will see any significant growth in cybersurgery as an industry.

51. See McLean II, supra note 4, at 506-07.
52. State law and common law may be preempted by federal telecommunications law, such as the Telecommunications Act of 1996, if (a) the matter to be regulated has both interstate and intrastate aspects; (b) preemption is necessary to protect valid federal regulatory objectives; and (c) state regulation would negate the exercise by the FCC of its own lawful authority because regulation of the interstate aspects of the matter cannot be unbundled from regulation of the intrastate aspects. See Jaqualin Friend Peterson, Annotation, Regulation of Telegraph and Telephone Companies: Federal Preemption, 74 Am. Jur. 2d Telecommunications § 18 (2007). Due to the complexity of that analysis, especially as it relates to the unbundling of interstate and intrastate aspects, federal preemption is not addressed in this Note. For a thorough discussion of the potential liability of telecommunication providers for cybersurgical misadventures, see McLean III, supra note 13, at 197-203.
53. McLean III, supra note 13, at 200-03 (concluding that both case law and statutes support telecommunication provider immunity from liability for service interruption).
54. See McLean II, supra note 4, at 501 (arguing that since telecommunication providers will be held immune, any award under a malpractice theory would be irrational).
55. Ewell, supra note 5, at 71 (stating attribution of legal responsibility as an obstacle to growth in the field of cybersurgery).
C. Licensure Regulations

The practice of cybersurgery becoming commonplace in the United States is quite unlikely if licensing regulations remain unchanged. As noted above, cybersurgery is part of the larger field of telemedicine and it fits into the general theme of many of the telemedicine definitions.\(^{56}\) However, a majority of states do not allow the practice of telemedicine within their jurisdiction unless the physician has full licensure in that state.\(^{57}\) Also, many laws defining

\(^{56}\) *Infra* at Part I.

\(^{57}\) See, e.g., *Alaska Stat.* § 08.64.170 (2006) (stating that “(a) A person may not practice medicine, podiatry, or osteopathy in the state unless the person is licensed under this chapter, except that (1) a physician assistant may examine, diagnose, or treat persons under the supervision, control, and responsibility of either a physician licensed under this chapter or a physician exempted from licensing under AS 08.64.370”); *Ark. Code Ann.* § 17-95-206 (2006) (stating that “a physician who is physically located outside this state but who through the use of any medium, including an electronic medium, performs an act that is part of a patient care service initiated in this state, including the performance or interpretation of an X-ray examination or the preparation or interpretation of pathological material that would affect the diagnosis or treatment of the patient, is engaged in the practice of medicine in this state for the purposes of this chapter and is subject to this chapter and to appropriate regulation by the Arkansas State Medical Board. This section does not apply to: (1) The acts of a medical specialist located in another jurisdiction who provides only episodic consultation services; (2) The acts of a physician located in another jurisdiction who is providing consultation services to a medical school; (3) Decisions regarding the denial or approval of coverage under any insurance or health maintenance organization plan; (4) A service to be performed which is not available in the state; (5) A physician physically seeing a patient in person in another jurisdiction; or (6) Other acts exempted by the board by regulation”); *Conn. Gen. Stat.* § 20-9 (2004) (stating “no person shall, for compensation, gain or reward, received or expected, diagnose, treat, operate for or prescribe for any injury, deformity, ailment or disease, actual or imaginary, of another person, nor practice surgery, until he has obtained such a license as provided in section 20-10, and then only in the kind or branch of practice stated in such license”); *Ga. Code Ann.* § 43-34-31.1 (2005) (stating “a person who is physically located in another state or foreign country and who, through the use of any means, including electronic, radiographic, or other means of telecommunication, through which medical information or data is transmitted, performs an act that is part of a patient care service located in this state, including but not limited to the initiation of imaging procedures or the preparation of pathological material for examination, and that would affect the diagnosis or treatment of the patient is engaged in the practice of medicine in this state. Any person who performs such acts through such means shall be required to have a license to practice medicine in this state and shall be subject to regulation by the board. Any such out-of-state or foreign practitioner shall not have ultimate authority over the care or primary diagnosis of a patient who is located in this state”); *225 Ill. Comp. Stat.* 60/49-5 (2005) (stating “a person who engages in the practice of telemedicine without a license issued under this Act shall be subject to penalties provided in Section 59”); *Iowa Code* § 147.2 (2004) (stating “a person shall not engage in the practice of medicine and surgery, podiatry, osteopathy,
and regulating the practice of medicine require face-to-face contact between the patient and physician. Clearly, these laws will need to be changed or cybersurgeons will face an administrative licensure nightmare whenever trying to penetrate a new market.

If cybersurgery becomes commonplace, international players almost certainly would become involved in the marketplace. One could see American physicians operating on patients worldwide, creating an international market for American services. However, there are no international medical agreements covering telehealth or creating a uniform system of licensing physicians, and conflicting interests between countries make such agreements seem a thing of the far distant future.

D. Reimbursement

Another looming obstacle to the expansion of a cybersurgery market is the question of how the practitioners will be compensated.
In 1998, the federal Department of Health and Human Services ("HHS") revised Medicare reimbursement statutes to include certain telehealth services. Subsequently in 2002, HHS provided for a system of adding telehealth services to those reimbursed by Medicare. Cybersurgery is not on the list of services that Medicare covers. Since the federal Medicare program is one of the leading payors in the healthcare industry, adding cybersurgery as a reimbursement item would be a substantial development to ensure that the medical professionals and institutions involved get paid for their services. The federal Medicaid program also pays for a considerable amount of healthcare services through state created Medicaid plans. Those federal guidelines could also be amended to include reimbursement for cybersurgery procedures.

Private insurance is another significant payor of healthcare services. Private insurance policies vary widely, not only from state to state based on each state’s regulations, but from company to company as well. The services reimbursed by private insurance companies vary greatly from plan to plan. However, private insurance companies may be compelled to pay for cybersurgical services if the Medicare and Medicaid Program lead by example.

E. Other Obstacles

Above is a brief summary of some of the major obstacles that stand in the way of cybersurgical advancement. However, there are other obstacles to struggle with as well. For example, the technology behind cybersurgery needs to be advanced to provide for a better connection between surgeon and patient.


64. Supra note 9.


66. Id. at 360, 400-01 (stating that Medicaid paid for $258 billion in 2003, and describing the Medicaid program generally).

67. Ewell, supra note 5, at 72.

68. See generally Ewell, supra note 5.

69. See McLean II, supra note 4, at 499 (discussing the delay in transmission of signal based on distance between sender and receiver).
connection between the control panel of a robotic device and the robotic arms is a fiber optic cable.\textsuperscript{70} The length of the fiber optic cable has a direct relationship to the speed of transmission of signals – the longer the fiber optic cable, the longer between the time the surgeon manipulates the control panel and the robotic arms respond.\textsuperscript{71} A distance of a few thousand miles could create a delay of a few seconds or more, which would greatly effect the ability of the surgeon to respond to any emergency situation in the operating room.\textsuperscript{72} This problem could be addressed by the use of broadband technology but that technology has not yet been integrated into the existing robotic surgery products.

An additional obstacle is presented with the electronic transfer of patient health information that must occur before the cybersurgery.\textsuperscript{73} While the Health Information Portability and Accountability Act of 1996 presents some solutions for the problem of patient confidentiality, some specific concerns arise in the cybersurgery arena.\textsuperscript{74} For example, the telecommunication connection between the surgeon and the patient would need to be virtually immune from computer hackers. The threat of hacking poses risks for compromised patient confidentiality. Additionally, more dire concerns exist if a hacker had the ability to freeze or take over the connection.\textsuperscript{75}

Regardless of the obstacles to the cybersurgery field, the United States needs to embrace this technology. The United States healthcare system needs to change in a very basic and fundamental way.\textsuperscript{76} Healthcare spending in the United States is astronomically high - $1.7 trillion in 2003\textsuperscript{77} – and yet the quality of healthcare needs improvement in many areas.\textsuperscript{78} Healthcare spending figures have...
been increasing at a rate that outpaces inflation and population growth since the early 1990s and have only recently shown signs of decreasing momentum. Up to 98,000 people die in the United States every year due to errors in the medical field. Indeed, in 2001 the Institute of Medicine issued a call to action for the healthcare industry and regulators alike to improve the quality of the health care system in its totality. The combination of high spending with reduced quality and the lack of solutions to this problem are leading to a crisis situation.

Part III – Analysis

A. Advantages of Cybersurgery for the United States

Cybersurgery may be the start of just the sort of change for which the Institute of Medicine has called. In fact, the Institute has suggested that the United States use technology and physician assistants to control costs. Hospital care and physician and clinical services combined make up more than fifty percent of national healthcare spending. While surgery does not make up all of that spending, it is safe to assume surgery is a major expenditure for all hospitals. As noted above, cybersurgery creates an economy of...
scale in the medical profession wherein physicians can perform more surgeries in a smaller amount of time, thereby increasing efficiency and decreasing waste. 87 Fewer physicians would be needed and physicians would be replaced by physician’s assistants, whose salaries are less costly to hospitals.

The widespread use of cybersurgery would increase the quality of healthcare. Strong evidence suggests that surgeons performing more of the same sort of surgery have better outcomes than those who do fewer surgeries. 88 The most efficient cybersurgery system would have physicians become specialists in certain types of surgeries by performing the same kind of surgery regularly. Presumably, cybersurgeon specialists would reduce the 98,000 deaths per year caused by medical error. 89 Also, the robotic devices currently on the market make quite small incisions during many of the procedures performed, and such minimally invasive surgery could also contribute to an increase in positive surgical outcomes. 90

The international market for cybersurgeries performed by United States surgeons may be an incentive for the United States to encourage the growth of cybersurgery. In fact, Dr. Eric Tangalos of the Mayo Clinic has suggested that exporting American telemedical services could generate enough income to fund the United States healthcare system in its entirety. 91 Aside from the fantastic financial potential of exporting cybersurgery overseas, the United States must recognize that if it does not enter the market for cybersurgical services and establish a presence in the global economy, another country will. 92 If the United States continues to allow significant obstacles to the growth of cybersurgery to exist, innovation in the

to know how much of the cost related to those ancillary services is related to surgical procedures.

87. Supra Section II, Part A.
88. McLean II, supra note 4, at 517 (citing several studies and stating that there is “mounting clinical evidence to support the conclusion that high volume medical institutional providers are safer than low volume medical institutional providers”).
89. McLean III, supra note 13, at 1 (citing COMMITTEE ON QUALITY HEALTH CARE IN AMERICA, INSTITUTE OF MEDICINE, CROSSING THE QUALITY CHASM: A NEW HEALTH CARE SYSTEM FOR THE 21ST CENTURY (2001)).
90. See, e.g., Intuitive Surgical, Frequently Asked Questions, supra note 22. (summarizing the abilities of the robotic technology and the benefits of minimally invasive surgery, including fast recovery).
91. Telemedicine: An Information Highway to Save Lives, Hearing before the Subcomm. on Investigations and Oversight of the House Comm. on Science, Space and Technology, 103d Cong. 2 (1994) (written testimony of Eric G. Tangalos, M.D., Associate Professor of Medicine, Mayo Clinic).
92. McLean II, supra note 4, at 510 (remarking that it would be naïve to think that the Chinese are not contemplating this type of venture).
United States will be stymied and another country will step into the market and develop new and better ways of meeting global cybersurgery needs. The United States will be left with a set of obstacles to a promising technology and an insatiably increasing healthcare bill. With the strides that Canada has taken in the cybersurgical field, this threat is very real. Little restrains Canada from reaching across the border and finding ways to market its services here.

B. Steps in the Right Direction

The United States has been moving toward embracing telemedicine, albeit slowly. In several State of the Union Addresses, the Bush Administration has proclaimed a devotion to the goal of every American having fully electronic health records within ten years. In furtherance of this goal, President George W. Bush created a new position called the National Health Information Technology Coordinator and appointed Dr. David Brailer to the post. Dr. Brailer is charged with making the goal of electronic health records a reality, and has been making strides in that direction.

Another step that the United States has taken toward embracing telemedicine is the inclusion of certain telemedicine services in the Medicare reimbursement schedule. The Medicare program often sets an example for what services private insurance plans will reimburse. A system is in place for telehealth services to be added

93. McLean I, supra note 4, at 262 (discussing the threat of the growing expertise of Canada and India in the telemedical field).
94. Supra Part I.
95. McLean II, supra note 4, at 515 (detailing the incentives and lack of limitations for foreign doctors to practice cybersurgery in the United States).
99. See supra Part II.E.
100. See Eleanor D. Kinney, Medicare Coverage Decision-Making & Appeal Procedures: Can Process Meet the Challenge of New Medical Technology?, 60
to the Medicare reimbursement schedule, making the addition of cybersurgery as a reimbursable service easier.\textsuperscript{101}

The government-commissioned study regarding a mobile trauma unit for the military also shows that the administration is open to telemedicine generally and perhaps the idea of cybersurgery specifically.\textsuperscript{102} If SRI International is successful in creating a mobile trauma unit for use in the armed forces, the step toward marketing the mobile trauma units for use in the United States seems obvious. Such a mobile trauma unit would be ideal for responding to accidents, natural disasters, and even reaching rural areas where people need medical attention and are unable to travel to get it.

C. Clearing the Obstacles

By understanding the benefits of cybersurgery and by recognizing the risks of entering the market too late, the United States needs to clear the obstacles for this technology to bloom. As can be seen from the long list of hurdles above, drastic changes need to be made before cybersurgery can be commonplace in the United States healthcare system. With other countries eying the cybersurgical market hungrily, such changes must be swift.

In the opinion of the Institute of Medicine, state licensure laws are the largest barrier to high quality, cost efficient health care.\textsuperscript{103} The few telemedicine licensure statutes currently in use, such as the one in Texas, create barriers that protect in-state physicians from any additional competition from out-of-state physicians.\textsuperscript{104} Many have proposed how to change the current licensing system from a system of minimizing competition to a system of ensuring quality.\textsuperscript{105} For

\textsuperscript{101} See Medicare Program; Revisions to Payment Policies Under the Physician Fee Schedule for Calendar Year 2003, 67 Fed. Reg. 79,966, 79,988 (Dec. 31, 2002) (codified at 42 C.F.R. \textit{\textsection} 410.1 et seq) (creating a system of adding telehealth services to the reimbursement schedules under Medicare).

\textsuperscript{102} See supra Part I (discussing the United States Department of Defense Advanced Research Projects Agency effort in coordination with SRI International to develop a mobile trauma unit).

\textsuperscript{103} COMMITTEE ON QUALITY HEALTH CARE IN AMERICA, INSTITUTE OF MEDICINE, CROSSING THE QUALITY CHASM: A NEW HEALTH CARE SYSTEM FOR THE 21ST CENTURY 207-220 (2001).

\textsuperscript{104} See Tex. Occ. Code Ann. \textit{\textsection}151.056(a) (West 2007). See also Gulick, supra note 11, at 366 (stating that current telemedical licensure provisions do not go far enough in promoting telemedicine).

\textsuperscript{105} See Ewell, supra note 5, at 72 (summarizing international licensure
example, federal regulators could create a license to practice telemedicine specifically and make that license preempt state licenses.\textsuperscript{106} Even the Federation of State Medical Boards, which has traditionally opposed any sort of national licensure, has developed model legislation encouraging a special interstate license for telemedicine.\textsuperscript{107} Such a license would allow physicians to practice telemedicine specifically in any state provided the physician is practicing across state lines and practices telemedicine frequently.\textsuperscript{108} Federal regulators could also abolish state licensure all together and create a national license to practice medicine in its place.\textsuperscript{109} While either proposal may be allowable as a federal field under the commerce clause, the second proposal would most certainly offend proponents of federalism and states’ rights.\textsuperscript{110} Proposals for changing the licensure system are numerous, and several of these ideas have support in the medical community.\textsuperscript{111} The problem is that licensure simply has not received enough attention for either the federal government or the several state governments to seriously consider how to change the system to ease the practice of telemedicine. However, state licensure regulations must give way in order for telemedicine in general, and cybersurgery specifically, to grow.

Liability is another major obstacle to the growth of cybersurgery.\textsuperscript{112} Even if all other obstacles were eliminated, many physicians would be hesitant to enter the cybersurgery field without a clear understanding of how far their liability extends. Additionally, their malpractice insurance may refuse to cover such a new service due to the uncertainty of liability. One proposal to ease this uncertainty is to use an enterprise liability approach to liability in proposals); see also, Susan E. Volkert, Telemedicine: RX for the Future of Health Care, 6 MICH. TELECOMM. TECH. L. REV. 147, 173 (2000) (illustrating efforts of commissions and professional associations to change licensure statutes).
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Enterprise liability as applied to cybersurgery places all liability for a cybersurgical mishap on one entity, i.e., a hospital, thereby ensuring that plaintiffs would be compensated for any injury without the finger pointing that would come from having several entities as defendants. Enterprise liability seems to be the best solution for the uncertainty of where liability lies. Such liability can be included in the cost of the procedure by the entity that is billing for the service. Additionally, any subsequent litigation would be simplified, and the plaintiff could rest assured that any injury resulting from the cybersurgery would be compensated.

In the absence of such a liability system, the government could potentially mandate that malpractice insurance companies cover cybersurgery in order to allow the field to grow, although this could have the adverse effect of raising malpractice premiums even higher. Without any response to the liability question, a few brave surgeons will probably enter the field and face the consequences. Unfortunately, where liability lies for cybersurgical mishaps will likely only be known when a few cases have been litigated and judges have case law to refer to when such situations enter their court rooms.

Physicians and hospitals will be much more likely to embrace the cybersurgical field if they knew that their efforts would be reimbursed. Few potential patients could privately afford the cost of a cybersurgical procedure, especially since one of the applications of cybersurgery would be to reach into rural, traditionally lower-income areas where patients may have otherwise gone without surgery to their detriment. The system exists for cybersurgery to be added to

113. See generally McLean III, supra note 13 (arguing for enterprise liability).
114. McLean III, supra note 13, at 205.
115. See generally Fowler V. Harper et al., Harper, James and Gray on Torts §14.3 n.19 (1986) (“That such loss distribution, based in effect on enterprise liability, would usually be preferable to the determination of compensation by reference to fault, has been widely recognized for years.”).
116. See generally id. §11.5 n. 10 (“In one type of enterprise liability, accident costs are imposed on those most likely to insure or self-insure; in the other, such costs are imposed on those in a position to achieve spreading by passing some or all of the costs on to the purchasers of the enterprise’s products.”).
117. McLean III, supra note 13, at 205-206 (describing the many benefits of an enterprise liability approach).
118. This assumption is based on the basic economic principle that if demand is virtually unlimited, suppliers will increase the price.
119. McLean III, supra note 13, at 209 (stating that if society stimulated development of cybersurgery, physicians will perform the service).
120. See Ewell, supra note 5, at 72.
the Medicare reimbursement schedule. The government needs to take the next step and add cybersurgery to the list of telehealth services it reimburses.\textsuperscript{121} Perhaps then private insurers will begin to cover cybersurgery as well.

While improvements do need to be made to cybersurgical technology, as the saying goes, “where there is a will there is a way.”\textsuperscript{122} Once a market exists for cybersurgical technology, it will only be a matter of time until the technology is improved.\textsuperscript{123} Access to, and the transmission of, electronic health records would also increase if there was need stemming from a blooming cybersurgical market.\textsuperscript{124} With the strides that have already been made toward the goal of having electronic health records for every American, it seems likely that we will have electronic health records before we have a cybersurgical market. Indeed, many of the benefits of cybersurgery would be realized with the technology as it is now. While there is a delay in signal transmission over many miles, the Canadian Centre for Minimal Access Surgery has shown the world that cybersurgery can be performed at a distance of at least 250 miles.\textsuperscript{125}

Another large obstacle that needs to be overcome in order for cybersurgical technology to blossom is physicians’ fear of displacement. There is no easy way to alleviate the fear that physicians will feel with this new technology entering the marketplace. Those that do not grow with the technology will fall by the wayside.\textsuperscript{126} Such is true with the introduction of any new technology.\textsuperscript{127} However, to create a more cost-efficient health care system, the United States will need to embrace new technologies, and those new technologies will displace physicians.\textsuperscript{128} In their stead will
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be a greater demand for physician assistants. Displacement is already happening with the trend of moving from community hospitals to “Centers of Excellence,” or large hospital systems that handle a larger volume of patients and have access to diverse specialties.\textsuperscript{129} Rather than fearing displacement, physicians should embrace the technology as a way to improve quality and try to establish themselves as cybersurgeons early in the race to avoid displacement.

One way that the United States government could spur the growth of this technology would be to fund studies into its efficacy.\textsuperscript{130} Much of the uncertainty about the technology would dissipate if the Medicare program established pilot studies to see how the technology functioned and how liability applied to each party. The pilot programs could, through trial and error, establish a more efficient cybersurgical system and help establish the emerging market.\textsuperscript{131} Most significantly, the United States government would demonstrate its endorsement for this technology and physicians and hospital systems alike would begin to embrace cybersurgery themselves.

\textbf{Part IV – Conclusion}

The benefits of cybersurgery are profound. They include increased efficiency, cost-savings, improved quality in the surgical arena, and a potentially large and profitable export in the global cybersurgical market. The United States health care system is in an unsustainable state of growth without any companion increase in quality, and cybersurgery could begin to combat that trend. Some of the numerous obstacles facing the widespread application of cybersurgery are daunting. However, if the United States does not take expeditious steps to embrace cybersurgery and reap its overwhelming benefits, the state of the health care system in the United States will continue to deteriorate. Additionally, global competition for market share in the cybersurgical services industry will intensify leaving the American healthcare system in a perilous situation. The benefits of cybersurgery are easy to grasp and many of
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the obstacles are easy to clear – the United States simply needs to take action.